Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical Commission) form the specialized system for worldwide standardization. National bodies that are members of ISO or IEC participate in the development of International Standards through technical committees established by the respective organization to deal with particular fields of technical activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the work.

The procedures used to develop this document and those intended for its further maintenance are described in the ISO/IEC Directives, Part 1. In particular, the different approval criteria needed for the different types of document should be noted (see www.iso.org/directives or www.iec.ch/members_experts/refdocs).

Attention is drawn to the possibility that some of the elements of this document may be the subject of patent rights. ISO and IEC shall not be held responsible for identifying any or all such patent rights. Details of any patent rights identified during the development of the document will be in the Introduction and/or on the ISO list of patent declarations received (see www.iso.org/patents) or the IEC list of patent declarations received (see https://patents.iec.ch).

Any trade name used in this document is information given for the convenience of users and does not constitute an endorsement.

For an explanation of the voluntary nature of standards, the meaning of ISO specific terms and expressions related to conformity assessment, as well as information about ISO’s adherence to the World Trade Organization (WTO) principles in the Technical Barriers to Trade (TBT) see www.iso.org/iso/foreword.html. In the IEC, see www.iec.ch/understanding-standards.

This document was prepared by ITU-T as ITU-T X.1054 (04/2021) and drafted in accordance with its editorial rules, in collaboration with Joint Technical Committee ISO/IEC JTC 1, Information technology, Subcommittee SC 27, Information security, cybersecurity and privacy protection.

This second edition cancels and replaces the first edition (ISO/IEC 27014:2013), which has been technically revised. The main changes compared to the previous edition are as follows:

— the document has been aligned with ISO/IEC 27001:2013;
— the requirements in ISO/IEC 27001 which are governance activities have been explained;
— the objectives and processes of information security governance have been described.

This corrected version of ISO/IEC 27014:2020 incorporates the following corrections:

— the document has been editorially revised in accordance with the rules-for-presentation-ITU-T-ISO-IEC common text.
Any feedback or questions on this document should be directed to the user’s national standards body. A complete listing of these bodies can be found at www.iso.org/members.html and www.iec.ch/national-committees.
Summary

Information security is a key issue for organizations, amplified by rapid advances in attack methodologies and technologies, and corresponding increased regulatory pressures.

The failure of an organization's information security controls can have many adverse impacts on an organization and its interested parties including but not limited to the undermining of trust.

Governance of information security is the use of resources to ensure effective implementation of information security, and provides assurance that:

- directives concerning information security will be followed; and
- the governing body will receive reliable and relevant reporting about information security related activities.

This assists the governing body to make decisions concerning the strategic objectives for the organization by providing information about information security that may affect these objectives. It also ensures that information security strategy aligns with the overall objectives of the entity.

Managers and others working in organizations need to understand:

- the governance requirements that affect their work; and
- how to meet governance requirements that require them to take action.
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## 1 Scope

Scope: The scope of this Recommendation is to provide guidance on governance and management of information security management systems (ISMS) within organizations. It covers the roles and responsibilities of the governing body and other stakeholders, as well as the processes and activities required to ensure effective information security governance.

## 2 Normative references

- ISO/IEC 27001:2013
- ISO/IEC 27002:2013
- ISO/IEC 27005:2018

## 3 Definitions

- Governance: The processes and activities required to ensure effective governance.
- ISMS: An organized set of management systems addressing information security policy, organization, people, processes, and technologies.

## 4 Abbreviations

- ISMS: Information Security Management System
- ISO: International Organization for Standardization
- ITU: International Telecommunication Union

## 5 Use and structure of this Recommendation | International Standard

This Recommendation is intended for use by organizations seeking to implement or improve their ISMS, and it provides guidance on the governance and management aspects of such systems.

## 6 Governance and management standards

- 6.1 Overview
- 6.2 Governance activities within the scope of an ISMS
- 6.3 Other related standards
- 6.4 Thread of governance within the organization

## 7 Entity governance and information security governance

- 7.1 Overview
- 7.2 Objectives
- 7.3 Processes

## 8 The governing body’s requirements on the ISMS

- 8.1 Organization and ISMS
- 8.2 Scenarios (see Annex B)

## Annex A – Governance relationship

This annex provides a detailed view of the governance relationship within organizations.

## Annex B – Types of ISMS organization

This annex describes different types of ISMS organizations and their governance structures.

## Annex C – Examples of communication

Examples of communication practices and their importance in governance.
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